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Call quality &
call drops occur
because of limited
availability and

bandwidth
congestion




Client

Sends ‘SYN’
(seq =m)

Receives'SYN’
(seq = n)

Receives’ACK'
(ack = m+1)

Sends ‘ACK’
(ack= n+1)

3-Way Handshaking(for establishing connection)

SYN

ACK

Server

Receives'SYN’

(seq=m)

Sends‘SYN'’

YN + ACK (seq = n)
Sends ‘ACK’
(ack = m+1)

ReceivesACK’
(ack = n+1)

SYN (Synchronize Sequence Number)

Acknowledgement (ACK)

The Transmission Control
Protocol uses a variant of Go-Back-N
ARQ to ensure reliable transmission of
data over the Internet Protocol, which
does not provide guaranteed delivery
of packets; with Selective
Acknowledgement (SACK), it uses
Selective Repeat ARQ.

The ARQ is a layer 2 data link
protocol (see OSI model) and TCP is a
layer 3 Transport protocol (see TCP/IP
model in the Internet Architecture).



TCP is an ARQ protocol

B Basic operation:
» sliding window
» loss detection by timeout at sender

» retransmission is a hybrid of go back and selective repeat
» Cumulative acks

B Supplementaryelements
» fastretransmit

» selective acknowledgements
B Flow control is by credit

B Congestion control
» adapt to network conditions

The Transmission Control
Protocol uses a variant of Go-Back-N
ARQ to ensure reliable transmission of
data over the Internet Protocol, which
does not provide guaranteed delivery

of packets; with Selective
Acknowledgement (SACK), it uses
Selective Repeat ARQ.

The ARQ is a layer 2 data link

protocol (see OSI model) and TCP is a
layer 3 Transport protocol (see TCP/IP
model in the Internet Architecture).
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Fig: Leaky Bucket Algorithm
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Slow Start
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) all ACKs received

" () some ACKs received

I O timeout (RTO expired)
O duplicate ACKs received

» =cwnd [MSS]

Timeout:
* cwnd(new) = 4 x MSS
« ssthresh(new) = cwnd / 2

[}

Duplicate ACKs:
» ssthresh(new) = cwnd /2

Timeout;
» cwnd(new) = 4 x MSS

40 T Acks for the first ' « ssthresh(new) = cwnd / 2
16 TCP segments L ~ Lo & N
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Receiver

Sends ack asking
for segment-2

3 duplicate acks
asking for seg-2

3 duplicate acks
received

Retransmit
segment-2

Retransmission after receiving 3 duplicate acks

cwnd
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Threshold = 16

SS: Slow start
Al: Additive increase

MD: Multiplicative decrease
Time-out

Threshold =10
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Fast retransmission

Packet lost .




duplicate ACK

dupACKcount++

A

cwnd=1 MSS
ssthresh=64 KB
dupACKcount=0 ~

A Slow
start

timeout

ssthresh=cwnd/2
cwnd=1 MSS T
dupACKcount=0

retransmit missing segment

new ACK new ACK

transmit new segment(s), as allowed

dupACKcount==

ssthresh=cwnd/2
cwnd=ssthresh+3+MSS

retransmit missing segment

cwnd=cwnd+MSS
dupACKcount=0

cwnd=cwnd+MSS «(MSS/cwnd)
dupACKcount=0

transmit new segment(s), as allowed

cwnd =2 ssthresh

A

» Congestion
< avoidance

duplicate ACK
ssthresh=cwnd/2

cwnd=1 MSS dupACKcount++

dupACKcount=0
retransmit missing segment

timeout

timeout

new ACK

ssthresh=cwnd/2
cwnd=1

dupACKcount=0
retransmit missing segment

cwnd=ssthresh
dupACKcount=0

dupACKcount==

ssthresh=cwnd/2
cwnd=ssthresh+3.MSS
retransmit missing segment

Fast
recovery

FSM description of TCP congestion control

duplicate ACK

cwnd=cwnd+MSS

transmit new segment(s), as allowed
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